
Approved for Public Release 1

The Joint Improvised Threat Defeat 
Organization (JIDO) enables Department of 

Defense actions to counter improvised-threats 
with tactical responsiveness through rapid 
prototyping, experimentation, and solution 

deployment in support of Combatant 
Commands’ efforts to prepare for, and adapt to, 

battlefield surprise in support of counter-
terrorism, counter insurgency, and other related 

mission areas including counter improvised 
explosive device.

Joint Improvised-Threat Defeat Organization
- Mission -
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JIDO Integrated Operating Framework

ENABLE RAPID CAPABILITY DELIVERY
INNOVATIVE COUNTER-IMPROVISED-THREAT SOLUTION DEVELOPMENT

AND DELIVERY

MATERIAL, NON-MATERIAL, 
KINETIC TARGETING, SENSITIVE
ACTIVITIES, ADVANCED MISSION
IT, TECHNICAL EXPLOITATION, 

TRAIN-ADVISE-ASSIST, TRAINING
AND EDUCATION

SERVICES' PRE-DEPLOYMENT
TRAINING (US JOINT FORCE
READINESS) AND CCMDS' 

PRIORITY TRAINING-EXERCISE
SUPPORT

ENABLE DOD RESPONSIVENESS
TO IMPROVISED THREATS

COMMUNITIES OF ACTION - DOD, OTHER USG, IC, 
IA, COALITION PARTNERS, ACADEMIA, AND THE

PRIVATE SECTOR - OTHERS’ CAPABILITIES, 
EXPERTISE, ACCESS, AND AUTHORITIES

PARTNERSHIPS, AGREEMENTS – INTER-
GOVERNMENT COLLABORATION, NON-KINETIC

TARGETING, TECHNOLOGY OUTREACH

JIDO FORWARD 
DEPLOYED, EMBEDDED 

PERSONNEL

US Joint Forces 
ISO 

Contingencies Intel Analysts, OPS Integrators, Data 
Integrators, ORSA, Tech Integrators, 
JETS

…INTEGRATED AND 
SYNCHRONIZED QUICK 
REACTION …FLEXIBLE 

FUNDING AND 
CONTRACTS

ASSIST SITUATIONAL UNDERSTANDING OF THREAT NETWORKS ACTIVITIES

ADVANCED INFORMATION 
TECHNOLOGY

(SOFTWARE TOOLS, 
INFRASTRUCTURE)

JIDO ANALYTICAL 
REACH-BACKIC

PRODUCTION

THEATER DATA 
FEEDS

JIDO
CATAPULT
(SLAN/TLAN)

42 software tools
971 data feeds

Open Source/PAI
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PIR #2 
Changes to 

TTPs

Priority Intelligence Requirements
- Threat-based approach to investments, solution 

development, targeting -

3

Threat 
Organizations

Tactics, 
Techniques, 

and 
Procedures

PIR #1 
Changes to 
Networks

Strategic 
Framework

VBIEDs

Homemade 
Explosives 

(HME)

Improvised 
Chem

Unmanned 
Aerial 

Systems

RCIEDs

Anti-Armor 
IEDs

Tunnel 
IEDs

PIR #2 
Changes 
to TTPs

PIR #3
Changes in 
Technology

Emerging 
Threats 

and R&D 

GPS 
Jamming Long 

Range 
Encrypted 

Radios

New 
RCIED 
Threats

Has a JIDO PIR 
advanced to a 

state that effects 
a JIDO Core 
Function?

Improvised 
Bio (U) JIDO Core Functions

• Assist Situational Understanding of Threat 
Networks

• Enable Rapid Capability Delivery
• Enable DoD Responsiveness

Attached 
IEDs
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Advanced Information Technology - a Key Enabler 
Integrating Global Intelligence and Data

• 790+ data sources on SIPR and 170+ on JWICS; over 40 analytical software tools available (AtN Tool Suite)
• Provides common information operations and intelligence capability to rapidly access, ingest, process, analyze, 

exploit, share and disseminate data.
• Sources range from raw tactical reporting (HUMINT, SIGINT, IMINT, MASINT, OSINT) to finished products from 

the Intelligence Community, DoD, and more.
• Openly available to all DoD and Inter-Agency partners with SIPRNET or JWICS access.
• Attack the Network Tools suite consists of tools for searching, creating KML’s, visualizing data as well as the C-

IED database of record.
• Capable of rapidly  integrating machine learning/deep learning algorithms.

Fully accredited data analytics architecture deployed on SIPRNET and JWICS.  Architecture based on the NSA Ghost 
Machine Cloud Reference Architecture.  The Catapult stack is comprised of core technologies primarily from the 

open-source community.
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Rapid Capability Delivery Tenets

Integrated 
Approach Culture Rapid Capability 

Delivery Model
Unique 

Authorities
Proven 
Process

• Intel, Ops, Training, 
Mission IT and Rapid 
Capability Development 
all work together to 
rapidly understand 
warfighter challenges, 
identify gaps, and 
rapidly deliver. 
combined solutions.

• Matrixed functional 
lanes (IPTs) surge on 
problems for rapid 
solutions.

• Enables both threat 
related and capability 
focused approaches for 
capability development. 

• JIDO is organized for 
rapid decision making 
where decision makers 
are at the key battle 
rhythm meetings that 
occur weekly.  It is a 
parallel and concurrent 
process - NOT linear 
staffing that can delay 
action.

• JIDO is not a standard 
acquisition organization 
but rather a quick 
reaction capability 
(QRC) that performs 
acquisition-like 
activities to address 
warfighter needs. 

• JIDO has a flexible 
funding authority that 
enables rapid response 
to improvised threats 
called the JIEDDF.  The 
JIEDDF is specific to 
JIDO’s mission.

• JIDO is governed by 
dedicated and 
responsive enterprise 
processes that have 
been proven over the 
past 10 years.

The five tenets of rapid capability delivery allow JIDO to quickly meet Warfighter 
needs to defeat improvised threats
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